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Before doing anything else....

This is not number one. This is before number one.

o Create your Central Monitor Login ID by entering your email address and creating a password on monitor.logmein.com

e Install the Central Monitor agent onto at least one computer in your network. Learn the step-by-step process at
documentation.logmein.com

e Make sure you are logged in to your account
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TASK TIME

How will it help me?

Seeing all the devices on your network will allow you to get a single pane of glass view into your endpoint infrastructure.

TRY IT YOURSELF...

1. Join your network
Central Monitor automatically will begin to discover the devices on the network you're connected
to as soon as you log-in. Therefore, it's important to be connected to the correct network!

2. Discover your devices
Your devices will begin automatically displaying on the Devices tab. Each device appears with additional
information including IP address and manufacture to help you place the device.

@ CentralMonitor Dashboard  Deviees Alerts  Motifications  Download  Help

Managed Unmanaged Discoversd o
Mew devices mast recenthy discovered & devicels]
© Manage @ Unmansge £ Changa typs Al devices - Q, search

O \PADEEIES WG BT RFACT MANUTACTURIR RST DUSCOVE R

[0 0 Moblle = 192168014 192168014 Appie, Inc. 325019, 1016 PM
0O 0 Mebile e 192.168.0.3 192.168.0.3 Apple, Inc. H26/19, 10:33 PM
O O wovie - 192.168.0.6 192.168.0.6 Appie, Inc. F/FLF19, 44T PM

0O O Hoblie - 19216808 19216808 Appie, Inc. 414019, 11:44 AM

[ @ Miscellareaus ~ GUARDHAM: Kuchera Media Library: = 4117719, %12 AM

[0 @ Miscellaneous = 192.168.0.20 192.168.0.20 Appie, Inc. 420719, 12207 AM
[0 @ Miscellaneous = 192168022 192168022 Apple, Inc, 472019, 107 AM
[ @ Miscellaneaus = 192.168.0.25 192.168.0.25 Appie, Ine. 42019, 217 PM

Tip: In order to organize your discovered devices, you can search by IP address or manufacture and classify those devices
as a certain type (i.e. computer, router, printer, server, switch, etc.)

Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

Managing your devices will help you keep a constant pulse on your IT infrastructure and ensure that you're a step ahead of
any potential problems.

TRY IT YOURSELF...

1. Choose your devices to manage

On the Discovered tab, check the devices that you want to manage in the left-side boxes and then click Manage in the top
left corner. After you choose to manage these devices, they will disappear from the Discovered tab and automatically appear
under the Managed tab.

@ CentralMonitor Dashboard Devices Alerts  Notifications Download  Help
Managed Unmanaged [Dscovered .
New devices most recently discovered B device(s)
= e - s+ Qe
B 0 Mobie - 192168014 192.168.0.14 Apple. Inc. 3/25/19. 10:16 PM
B 0 Mobie b 192.16803 192.168.0.3 Appie. Inc. 3/26/19,10:33PM
B 0 Mobie b 192.1680.6 192.168.0.6 Apphe. Ine. 3/31/19, 4:47 PM
[ 0O Mobile - 19216808 192.168.0.8 Appie, Inc 4/6/19, 11:44 AM
@ Miscellaneous = GUARDIAN: Kuchera Media Library: o Af17/1%. 712 AM
| @ Miscellaneous ~ 192.1680.20 192.168.0.20 Apple. Inc. 47207191207 AM
| @ Miscellaneous ~ 192.1680.22 192.168.0.22 Apple, Inc. 4720019, 12:07 AM
@ Miscellaneous = 192.168.025 192.168.0.25 Appie. Inc. 4/20/19, 2:17 PM

Tip: To find and select all devices by a manufacturer, search for that manufacture and then click the top column check box
to select all those devices.

continued on next page 4
Tip: For product support or feedback, please email: centralmonitor@logmein.com
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Alternatively, you can manage a device by simply clicking the plus icon that appears when you hover-over the device.
Once you click on the plus sign for a specific device, that device will automatically appear under the Managed tab.

@ CentralMonitor Dashboard Devices Alerts Notifications Download Help
Managed Unmanaged Discavered °
MNew devices most recently discovered & device(s)
© Manags @ Unmanags = Change typs All devices - Q, Searct
O 0 mobiie - 192.168.0.14 # 192.168.0.14 Apple, Inc. 3/25/1%, 10016 PM [+ 2 -]
O D Mobile v 19216803 19216803 Apple, Inc. 3/26/19, 1033 PM
0 O mobie v 19216806 192.168.0.6 Apple, Inc. IV1Y.4:47 PM
0 mcbie i 192.168.08 192.168.0.8 Apple, Inc. 4/6/19, 1144 AM
@ Miscellaneous GUARDIAN: Kuschera Media Library: - 411719, %12 AM
0 @ Miscellaneous ~ 192.168.0.20 192.168.0.20 Apple, Inc. 4720719, 12:07 AM
00 @ Miscellaneous = 192.168,0.22 192.168.0.22 Apple, Inc 4/20/1%, 1207 AM
O @ Miscellanesus = 192.1680.25 192168025 Apple, Inc. 4/20/19, 217 PM

If an agent-installed device (computer, server, etc.) is managed, you can:

. Start a remote-control session (The LogMeln Control Panel must be installed, running and allocated to a Central or Pro account
for this function to work).

. Run a Windows Command via Command Prompt

. Run a PowerShell script

. Send an HTTP request

. Send a single packet ping from the device and record roundtrip time
. Restart the machine (computers and services only)

If a non-agent-installed device (mobile, printer, etc.) is managed, you can:

. Send a single packet ping from the device and record roundtrip time

Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

Setting up notifications will allow your team to stay one step ahead when a key device goes offline so your team can
mitigate the issue prior to any end-user interruption.

TRY IT YOURSELF...

1. Navigate to the Notifications tab

On this tab, you'll be able to create new notification rules as well as see all the notifications that you have in place.

@c&!‘“rﬂlmﬁnitﬂr Mashboard  Devioes  Aderis MNotlfcatlons Downdoad  Help

Motifications

Create niles that natify reciplents of alerts for selected device types

Motification rubes All devices -

@ Kewin's Email Edit

2. Choose a notification channel

Once you select Create rule, you'll be able to choose how you would like to be notified for each rule. Choose to be notified
via email, Pager Duty, or Slack.

Note: In order to be notified via Pager Duty or Slack, you must have a separate Pager Duty or Slack account. Both products
do let you take out trials if you are interested in testing this functionality.

& CentralMonitor Dashboard Devices Alerts Notifications Download  Help

Notifications

Create rules that notify recipients of alerts for selected device types

Notification rules All devices - Choose notification channel
Built-in
@ Kevin's Email Edit
@ Email
Craat
device types will send them notifications.
Third-party
pd PagerDuty

PagerDuty is an end-to-

provides insights that helgs to resaive and
ing incidents quickdy.

ﬁ" Slack
o
Stacks a place where your team comes together .

Cancel

continued on next page
Tip: For product support or feedback, please email: centralmonitor@logmein.com
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3. Add notification details

Choose which devices to receive alerts on. With each device that you choose, you will receive an alert through your preferred
channel when the selected devices go offline.

@ CentralMonitor Dashboard Devices Alerts Notifications Download Help

Notifications

Create rules that notify recipients of alerts for selected device types

Notification rules All devices - Notify via email

Friendly name

@ Kevin's Email Edit Rebecca

Email

Rebecca.Stone@LogMeln.com

Create rule For these device types
[J Computer
B Router
& switch
[ server
] Printer

Cancel

You'll now be notified whenever your selected devices go offline.

Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

This will ensure that the correct devices are being monitored by the correct individuals and that there are no gaps
in coverage.

TRY IT YOURSELF...

1. Navigate to the Notifications tab

You're already familiar with this tab from task number 3. Now, we're going to focus on the All devices drop-down menu at the
top of the page.

@ CentralMonitor Dashboard Devices Alerts Notifications

Notifications

Create rules that notify recipients of alerts for selected device types

Notification rules Alldevices ¥
L Kevin's Email Edit
Rebecca Edit

Create rule

2. Sort by the notifications per each type of device
Sort by the different types of devices to see who will be notified for each device type.

In the below example, only Kevin has notifications set up for servers so he will be the only one to be notified when a server
goes offline. Rebecca will not be notified for any alert relating to a server.

chntral Monitor Dashboard Devices Alerts Notifications

Notifications

Create rules that notify recipients of alerts for selected device types

Notification rules B All devices

Q Kevin's Email | = Computer

O Router
[ switch
Server

Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

Acknowledging alerts allows your team to keep track of what alerts have been addressed and which alerts have yet to
be investigated.

TRY IT YOURSELF...

1. Sort unacknowledged notifications

Sort by unacknowledged and acknowledged alerts in the top right-hand drop-down menu.

[ B Avaltability 2 GUARDIAN 4720119, 317 PM Went offliine

B Avaitability D  GUARDIAN /1919, 842 PM Came online
O O Avsitabisty D  GUARDIAN AFI919, T:48 P Came online
O @ Avasistinty D GuARDIAN /1919, 7:38PM Went offine
0 B Availability 2 GUARINAN 411915, 719 PM Came online
O O Aveilabiity @ GUARDIAN AF1919, 19 P € arree ol

2. Acknowledge a notification

Choose to acknowledge a notification after you have had the opportunity to address it. To acknowledge a notification, click
on the notification that you're interested in acknowledging and select Acknowledge from the left-hand drop-down menu.

This alert will now be considered acknowledged.

Alerts

Unacknowledged - Al sbert types - QY Search

& Acknoviedps VPE  DEWICE hsd GEMERATF DESCREPTION

£ Unacknowiedge

Yesterday 42119

‘|

B B Availabiity 2 GUARDIAMN A/20/19, 217 PM Went offline
] Awallability T GUARDIAM 4119119, 842 PM Came online
[0 B Avaliabitity L GUARDIAM 4119419, T:44 P Cama anling

. . . ) continued on next page 9
Tip: For product support or feedback, please email: centralmonitor@logmein.com
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Another option for acknowledging an alert is to select the check icon that appears in the Action column when you hover-over

the alert.

Alerts

_ Unicknowledged = Al alert types *  QLsearch

0 auewr res VI DEVIET NAME FNERATID I TN AT
Today  4/2H1Y »
Yostorday 452119 b
Orlidanr L

B O Avallability & GUARDIAN AZ0A9, 347 PM Went offline

Note: To learn how to receive an email, Pager Duty, or Slack notification for a specific type of alert, read task number 4.

Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

These metrics will help you diagnose issues when a device is experiencing problems. They will also provide insight into the
overall health of the device.

TRY IT YOURSELF...

1. Select a device

On the Devices tab, select which device you would like to see additional information on by hovering your mouse over the
device name and clicking when that device name is underlined.

Tip: On the Devices tab, make sure that you are looking at your Managed devices. You will not be able to drill down into
the devices that you choose not to manage

@ Central Monitor Dashboard Devices Alerts  Motifications  Download  Help

Managed Larmanaged Diserverad
Click adevice to view its details. Select multiple devices for bulk actions. 21 device(s)
o« Artions All gevices - All states - Mo groups - Q) Search
W ] 0 1v2168026 192.168.0.26 Apple, Inc. 4/24/19, 7:05 AM
0 e @ 192168029 192.168.0.2% Liteon Technalogy Corporation -
O = @D 19216805 192.168.0.5 WISOL 422119, 11:10 AM
0 e 0 19216806 1¥2.168.0.6 Apple. Inc. -
O » 0 19216808 192.168.08 Apple, inc. -
0 & @ Ak 192.168.0.17 Amazon Technologies Inc. -
O e @ AppleTV 152.168.0.11 Apple, Inc. Omline
0O e o CENTCOM 192.1468,0.21 ASUSTek COMPUTER INC, Cmling
a L] 0 Galaxysa 1¥2.168.0.15 Murata Manufacturing Co., Ltd. 42419, 6:38 AN
O e B Gatewsy 192.168.0.1 METGEAR Cmline
O o & GUARDIANOD 192.168.0.19 GIGA-BYTE TECHNOLOGY COLLTD. Omnline

. . . ) continued on next page 11
Tip: For product support or feedback, please email: centralmonitor@logmein.com
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2. Review the metrics

Once you're in the device drill down dashboard, there are a lot of useful metrics for each device that you can explore. Take a
look at each of the different categories and the data available to you.

@ Central Monitor Dashboard Devices Alerts  Notifications Download  Help

Devices  GUARDIAN CJ

General Hardware information Analytics

Cantral Monitor Agent status CPU family CPy
® Onling AMDSA Famity 21 Model 43 Stepping 1, AuthenticAMD [ seseen
Name CPU architecture b
GUARDIAN xB&
T
Display name Logical processors
Sets 4 s
Host name Domaln
Guardian.hsd Lma.comcast.net. WORKGROUP 25
Type Total physical memory o
0%
Compauter v 1568 74920 3w TANSET om
Total virtual memory Memory
Operating system 4GB
Windows 10 Pro MG L
Total page file size 1
ﬁa?entrnle 17 GR |
Primary
Agent version
e C
Ch |
. ______ | |
@ Start remote control session D D;‘“an AT
. ___ _ |
B RunCommand Prompt command 57 MB /57 MB [ ead speed Wi soeed

2020kE8

B Run PowerShell script EA

@ SendHTTPRequest 2TB/7TE
[ Ping this device =

[t iy oeher device ﬁaama

L A

¥ Pokeagent

© Wi R
MNetwork adapters N

12
Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

A ping test will allow you to troubleshoot when a device goes offline. It can help diagnose if a device is offline due to a
network connection issue. This test is also able to be run on all devices (computers, routers, switches, printers, etc.).

TRY IT YOURSELF...

1. Select a device to ping

Similar to task number 6, choose a device that you would like to ping on the Devices tab and navigate to its drill down
dashboard.

Once in the device drill down dashboard, select Ping this device from the Actions toolbar.

(@ Start remote control session
Run Command Prompt command
Run PowerShell script

@ Send HTTP Request

[] Pingthisdevice

[J Pingother device
> Pokeagent

& Restart machine

2. Send a ping

Once you've entered the Ping action page, simply select Send for the target device. You'll then be able to see network
response time and diagnose if there is any latency or delay issues.

@ CentralMonitor Dashboard Devices Alerts Notifications Download Help

Devices /' Ping
Ping
@ Source device

GUARDIAN v

Target device Or target hostname or address
GUARDIAN (192.168.0.19) L Send Send

Target
Guardian.hsdl.ma.comcast.net.

Status @

Unknaown

13
Tip: For product support or feedback, please email: centralmonitor@logmein.com



How will it help me?

TASK TIME

Command prompt and PowerShell scripts are powerful scripting tools that can help you to run windows updates, reset

system restore, push software, retrieve log files, and more.

TRY IT YOURSELF...

1. Select a device to execute a script

Similar to task number 6, choose a device that you would like to execute a
script for on the Devices tab and navigate to its drill down dashboard.

Once in the device drill down dashboard, select Run Command Prompt
command or Run PowerShell command from the Actions toolbar.

2. Try a command

Actions

(@ Startremote control session

Run Command Prompt command

Run PowerShell script

@ Send HTTP Request

For Command Prompt, try writing a script for this device. For this example, let’s practice by writing a script that will copy a

picture to your chosen device.

Below is a sample script to execute this task. Input the location of the picture you want to send and the location that you

want to send it to where there is red text.

copy filename.txt “c:\users\userABC\documents"&&copy picture.jpeg “c:\users\userABC\pictures”

@ CentralMonitor Dashboard Devices Alerts Notifications Download Help

Devices ' GUARDIAN ' Command Line

Run a command using Windows Command Prompt

Command

copy filename.txt "c\usersiuserABC\documents"&&copy picture.jpeg “c\users\userAB( Run

3. Run the script

Select Run and check to see if the chosen picture was copied to the correct
location on your device.

For ideas of more scripts to run, visit our community thread here.

Tip: For product support or feedback, please email: centralmonitor@logmein.com
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How will it help me?

Remotely accessing a computer is the quickest way to diagnose or address an issue. Once you're in the computer, you have
access to the same information that you do when sitting directly in front of the computer.

TRY IT YOURSELF...

1. Select a device to remotely access

Similar to task number 6, choose a computer that you would like to remotely access on the Devices tab and navigate to its
drill down dashboard.

Once in the device drill down dashboard, select Start a remote control session from the Actions toolbar.

Actions

| (@ Startremote control session |

Run Command Prompt command
Run PowerShell script
@ Send HTTP Request

[J Ping this device

2. Log in to your LogMeln Central account

If you are not already logged into your Central account, you'll be prompted to enter your Central credentials prior to remotely
accessing the computer.

Tip: If you are already logged into your LogMeln Central account, you can skip this step and directly access your computers.

3. Verify your identity

You'll be prompted to verify your identity prior to beginning the remote session. These credentials will remain consistent as if
you were accessing this device from LogMeln Central.

4. Begin your remote session

After validation, you will see the desktop that you are attempting to access and can begin to use the desktop similar as if you
were sitting directly in front of it.

15
Tip: For product support or feedback, please email: centralmonitor@logmein.com
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TASK TIME

The dashboard will allow you to quickly get a snapshot of the health of your entire network. You'll be able to quickly see
available devices, new alerts are, printer status, and more.

TRY IT YOURSELF...

1. Navigate to the dashboard menu at the top of your menu

This screen will provide an overview of the metrics

& Central Monitor Dashboard Devices  Alerts  Natifications

Dashboard
Summarized information about your devices

4 alert(s)in the last 24 hours
1 new discovered device(s]

2. Explore the different options

Dashboard
Summarized information about your devices

23 Availability alerts today

11 New discovered devices

Latest alert today

19214510 435PM

Devices availability

O Awailability =1
0 Avallability & 19214510  435PM

B Avallability & 19214510  435PM

B Availability @ 19214510  435PM

B Awallabliity @ 19214510  435PM

0 Awallability & 1%21451.0 4:35 FM

0 Awailability 2 19214510 435 PM Available Mot available  Unknown

Prablematic devices (mast alerted devices today) Agent uptime

' Budapust server 5

I 92.145.1. 4:35 P
O Avallability = 192.145.1.0 35 P _ Week i Monkh
O Awailability & 19214510  435PM
Aogailabili 19214510  4:35PM funtnk 0 MM
a ol Oy o : Service beve: 92%
O Availability = 192.145.1.0 4:35 PM
O Availability & 19214510  435PM
0 Awailability & 192.145.1.0 4:35 PM
0 Avallability = 192.145.1.0 4:35 PM
| |

Mwailable Mot svslable

Tip: For product support or feedback, please email

: centralmonitor@logmein.com
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